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Demo labs via your MIPN (cdx.transform.Mlicrosoft.com)
Contact: microsoft.presales@dickerdata.com.au
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Series Agenda

Part 1 (Fuesday 27" February)

» Security Foundations

« ldentity Security
* Email Protection

« Defender for Business

Part 2 (Today, 5t" March)

« Autopilot
* Intune & Security

* Endpoint Management

Part 3 (Tuesday, 12t" March)

* Information Governance
* Purview
* Introduction to Copilot for Microsoft 365

* Copilot Readiness
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Entra ID Join

 Entra ID Registered vs Joined
e MDM Only
* Hybrid Join — Should you use it?

e Brief Demonstration

DICKER | BE \jicrosoft

o A T A




A?%in == I-_=,J @ BE Microsoft Intune [ Office 365

]

Windows10 DDS Azure Active Directory SR WUfB
Ecosystem Deployment Resets
A | A
{ \ { b \
Purchase Manufacture Fulfill Provision Business Ready Reset Retire

B :0EE
A« B
4.

Customer OEM, Disti, Reseller Supply Chain y
Managed Secured

Autopilot delivers zero touch deployment & reset experiences
powered by Microsoft 365

DICKER
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DICKER

Why Autopilot?

 4-hours saved per device

* 67% reduction in support calls

* 62% of IT admins - less effort managing Surface devices
 Reduce the infrastructure required to maintain the devices
 Maximize ease of use for all types of end user

* Empower resources to innovate and add value

o™ Microsoft

AASCEND

Reduce the time IT spends on deploying, managing & retiring devices




What is Autopilot pre-provisioned deployment 2ASCEND

* Device is intercepted by distribution or partner
» Unboxed and OOBE is executed
 Configuration deployed

* Includes all apps, security, patching

« Re-boxed, shipped to user — can include asset
tagging, keyboard, mouse etc.

 Ready to use, fully provisioned!

DICKER
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AASCEND

Why Dicker Data?

* Free 24 x 7 x 365 support

 We do the heavy lifting including White
Glove/pre-provisioned deployment

e Standard, Advanced and Custom Autopilot
services

* Seamless Autopilot integration using the Dicker
Data portal

* Device as a Service for full lifecycle
management

DICKER | BE \jicrosoft
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NN
N Summary ASCEND

1. Intune is cloud Mobile Device Management (MDM & MAM)
2. To use Intune, devices need to be enrolled

3. Devices can be enrolled via GPO, a script, Azure AD or by adding a work
or school account to the device settings

4. Autopilot is automated provisioning of the OS, apps and configuration

5. Autopilot also enrolls a device in Intune via Azure AD Join and it uses
Intune for apps and configuration deployment

E'E;KFE m Microsoft
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AASCEND

Intune Enrollment Methods

@

Bulk Enrollment Windows Apple Enroliment Android
Enrollment Enrollment

DICKER | BE \jicrosoft
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Admin Center

Partner Center

Bulk Enrollment

ARSCEND

Microsoft Intune

Microsoft Store for Business




Bulk Enrollment CSV and Barcode AASCEND

Device Serial Number Windows Product ID Hardware Hash
1478271758 3.40629E+12 ADIUQbLGY7Sgqbpollt3LiT/ivds HEICw+NfteXYQ06PFMG/ uZ PKCASgCPOQOLYIMZ 1c48F RucT+nYKZ el noge lvMyDgSbR B d

1478271759 3.40629E+12 BDIUQbLGO7Sqgbpollt3LIT/ ivdsHEICw:NfteXYQOEPTME/ UZ PKCASgCPOQOLYIMZ 1c48F RucT+nYKZe U nogelvNyDgS bR B d
1478271760 3.40629E+12 CDIUQbLGI7Sqgbpollt3LIT/ ivds HEICw+NfteXYQOEPFME/ uZ PKCASgCPOOLYIMZ 1c48F RucT+nYKZeUnogelvNyDgS bR B d:
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Enroll Devices 2ASCEND

Microsoft Endpoint Manager admin center

All services > Devices > Windows

Windows | Windows enrollment

Search (Cmd+/) | « _
e — Learn about the seven different ways a Windows 10 PC can be enrolled into Intune by users or admins. Learn more

. Windows devices
General

=+

[ Windows enrellment

.
L] - - . ; . ()
Windows policies Automatic Enrollment Windows Hello for Business
‘ . . Configure Windows devices to enroll when Replace passwords with strong two-factor
L& Compliance policies they join or register with Azure Active authentication.
N . - Directory.

Configuration profiles ®
“ « PO number or uniqgue name

PowerShell scripts
& Windows 10 update rings % CNAME Validation Enrollment Status Page
F.»J Test company domain CNAME registration for Show app and profile installation statuses to

.
) Windows 10 feature updates (Pre... Windows enrollment. users during device setup.
X * Relale evice Group
Windows Autopilot Deployment Progra
. .
 Admin Center is the recommended

% Deployment Profiles Devices
Customize the Windows Autopilot Manage Windows Autopilot devices.

provisioning experience m et h O d

@ Intune Connector for Active Directory
Configure hybrid Azure AD joined devices

Registration Permissions
Dicker Data Portal

DICKER m Microsoft

O A T A



N

Apple iOS

E'EKFB m Microsoft

Mobile Device Provisioning

MacOS

(with Jamf)
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Microsoft Endpoint Manager admin center

#
1]

-

>,

B
| 3
a
F-3
&
X

T

All services > Devices > Windows

Windows | Windows enrollment

Search (Cmd+/) | €

- Windows devices

[ Windows enrollment

Windows policies

[& Compliance policies
Configuration profiles
PowerShell scripts
Windows 10 update rings

2 Windows 10 feature updates (Pre_.

DICKER m Microsoft

A

5 Simple Steps

Learn about the seven different ways a Windows 10 PC can be enrolled into Intune by users or admins. Learn more

General

i

Automatic Enrollment

Configure Windows devices to enroll when
they join or register with Azure Active
Directary.

CNAME Validation

Test company domain CNAME registration for
Windows enrollment.

Windows Autopilot Deployment Program

B

G

Deployment Profiles ‘
Customize the Windows Autapilot

provisioning experience.

Intune Connector for Active Directory
Configure hybrid Azure AD joined devices

Windows Hello for Business

Replace passwords with strong two-factor
authentication.

Enrollment Status Page

Show app and profile installation statuses to
users during device setup.

Devices
Manage Windows Autopilot devices.

ARSCEND

Enable enrollment

Check DNS

Create a profile

Assign to Entra ID Device Group
Enrollment Status Page



Step 1 — Enable Automatic Enrollment AASCEND

Microsoft Endpoint Manager admin center

Home > Devices > Enroll devices >

A Home Configure ® MDM USGI’ SCOpe

Dashboard Microsoft Intune

P e e « MAM vs MDM precedence for BYoD

MDM user scope (D (\ None Some All ’,‘l

q Devices

- MDM terms of use URL © | httpsy//portal manage microsoft.com/TermsofUse.aspx /| ° MDM fOr Corporate

. o . - -
‘ Endpoint security MDM discovery URL © https://enrollment.manage.microsoft.com/enrolimentserver/discovery.svc .~

Reports MDM compliance URL https://portal.manage.microsoft.com/?portalAction=Compliance [ A u ‘to p I | O't
& Users Restore default MDM URLs
&2 Groups

MAM ® ) ° G P | 1
A2 Tenant administration werseope - ro U p O I Cy

MAM terms of use URL O

D E— * User is a Device Enrolment Manager

MAM compliance URL @O

Restore default MAM URLs - e B u | |< E n ro | m e nt

X Troubleshooting + support

DICKER m Microsoft
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Step 2 — Check DNS 2ASCEND

CNAME Validation * DNS records are optional records during
custom domain setup

Configuring a CNAME in your DNS saves

your users from having to enter the address ° Ca n be COﬂfIg u red at a ny tl me

of the MDM server when enrolling their
Windows devices. Learn more

After configuring the CNAME resource ® Refel’ tO the dOmaIﬂ reg|Strar or DNS

records in your DNS, enter the

corresponding domain here to confirm that a u t h O rlty

it has been configured correctly. Changes to
DNS records might take up to 72 hours to
propagate.

Domain

enterpriseenrollment enterpriseenrollment.manage.microsoft.com.

o CNAME for intune.mobi is configured
correctly.

enterpriseregistration enterpriseregistration.windows.net.

DICKER m Microsoft
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Step 3 — Enable Enrollment Profile AASCEND

Microsoft Endpoint Manager admin center

Home > Devices > Enroll devices > Windows Autopilot deployment profiles > AutopilotAAD

o i i U Self-deployi
ome I AutopilotAAD | Properties ° ser vs Selr- ep Oy| ng
Dashboard Windows PC
= All services £ Search (Cmd+/) « 1 I
- o  Convert all target devices to Autopilot
q Devices " Name AutopilotAAD
—_ anage Description -- * -
il !I' Properties Convert all targeted devices to Autopilot ~ Yes ® H y b rl d VS E I D J O I n e d
® Endpoint secury B Assigned devices Device type Windows PC
Reports
. Out-of-box experience (OOBE) Edit L4 U S e r ty p e
aa Users
& Groups Deployment mode User-Driven
Join to Azure AD as Azure AD joined .
A2 Tenant administration Language (Region) English (Australia) - Al | OW A u to p I | Ot
< Troubleshooting + support Automatically configure keyboard No
Microsoft Software License Terms Hide .
Privacy settings Hide g N a m I n g te m p | ate
Hide change account options Hide
User account type Administrator . .
Allow White Glove OOBE Yes ° DeV|Ce Group ASSlgnment
Apply device name template Yes

Enter a name LAB%RAND:3%

DICKER m Microsoft
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Step 4 — Create Device Group 2ASCEND

Microsoft Endpoint Manager admin center E o g Configure Rules  Validate Rules (Preview)
Dashboard > Groups

e New Group

. You can use the rule builder or rule syntax text box to create or edit a dynamic
1] Dashboard

membership rule. @ Learn more
= All services .
Group type * O

N (ecwry ]
L} Devices Group name * (O

8 Avvs (customer 00000 ]
@ Endpoint security Group description @

|¥| Reports Purchase Order 12345678

And/Or Property Operator

devicePhysicallds Any

~+ Add expression

". Users Azure AD roles can be assigned to the group (Preview) ©

2 Groops Cre ammm

£ Tenant administration Membership type * O

Dynamic Device v

Owners

Rule syntax

(device.devicePhysicallds -any (_ -eq "[PurchaseOrderld]:12345678"))

X Troubleshooting + support

No owners selected

Dynamic device members * (O

Edit dynamic query

DICKER m Microsoft
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tep 5 — Enrolment Status Page AASCEND

Microsoft Endpoint Manager admin center

Home > Devices > Enroll devices > Enrollment Status Page > Homelab Enrollment Status Page

A Home HomeLab Enrollment Status Page | Properties

o e « Show app and profile configuration

earch (Cmd+

 FAVORITES Basics Edit

O Overview
q Devices Name Homelab Enrollment Status Page p rO g re S S

" Manage Description Darren’s Lab - continue at your own risk!
pps

il! Properties
Endpoint security Settings Edit

Reports
Users

& Groups

Show app and profile configuration
progress

Show an error when installation takes
longer than specified number of minutes

Yes

60

* Block until device and user are configured

B » Control behaviour with timeouts, error

K Troubleshooting + support Error message Installation exceeded the time limit set by your organization, Please try again

or contact your IT support person for help. ©
messages, recovery options
installation errors I

Only show page to devices provisioned Yes
by out-of-| experience (OOBE)

Block device use until all apps and Yes
profiles are installed

Allow users to reset device if installation  Yes
error occurs

Allow users to use device if installation No
error occurs

Block device use until these required All
apps are installed if they are assigned to
the user/device

Assignments Edit

Included groups Windows10_Autopilot

DICKER m Microsoft
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Configuration and Security Profiles

Microsoft Endpoint Manager admin center

‘ﬁ‘ Home
Dashboard

= All services

% FAVORITES

ﬁ Devices

£5 Apps

‘ Endpoint security
Reports

... Users

& Groups

# Tenant administration

X Troubleshooting + support

DICKER

O A T A

Home > Endpoint security

Endpoint security | Security baselines

Search (Cmd+/) «

Overview

Manage and monitor the baseline security status of all your enrolled devices,

Security Baselines
O Overview

= %2 Windows 10 Security Baseline
All devices

%8 Microsoft Defender ATP Baseline

i® Security baselines

° %2 Microsoft Edge Baseline
Security tasks

Manage
Antivirus
Disk encryption
Firewall
Endpoint detection and response
Attack surface reduction
Account protection
Device compliance

O Conditional access

Setup

@ Microsoft Defender ATP

m Microsoft

T  Associated Profiles
1
1

1

Configuration policies
Security baselines

Attack Surface Reduction
Conditional Access
Compliance

ARSCEND




Deploy Applications 2ASCEND

Microsoft Endpoint Manager admin center

Home > Apps >

A Home 2= Windows | Windows apps . .
3 s * Quickly and easily deploy apps
== All senvices « + Add (O Refresh 7 Fiter L Export == Columns y y p y p p
UXRFAVORITES £ Windows apps Filters applied: Platform, App type O - -
ook * Windows (Store, Wlﬂ32, Web links and
£52 Apps Name Type N I
@ Endpoint security Adobe Reader Microsoft Store app I_ I n e Of B u S I ﬂ e S S M S | )
Reports Concur Web link
‘.‘ Users Local Administrator Password Solution Windows MSI line-of-business app s
&2 Groups Microsoft 365 Apps for Windows 10 Microsoft 365 Apps (Windows 10) ® I O S
£ Tenant administration Microsoft Azure Information Protection Windows MSI line-of-business app
# Troubleshooting + support Microsoft Edge for Windows 10 Microsoft Edge (Windows 10) P A n d ro 1
Id
* MacOS
[ J

DICKER
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Including App Protection Policies



AASCEND

5 Minute break

DICKER | BE \jicrosoft
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DICKER

What is Intune?

100% cloud-based Mobile Device and Application
Management (MDM & MAM)

App and Data protection

Android, Android Enterprise, iOS/iPadOS, MacQS, and
Windows

Integrates with other services, including Entra ID, mobile
threat defenders, ADMX templates, Win32 and custom
LOB apps, and more.

m Microsoft

ARSCEND




Microsoft Endpoint Manager admin center

«

Best practice security, at your fingertips

Home >
H . . o
e (i Endpoint security | Overview X
El) Dashboard
= All services [0 search cmd+/) ] «
% FAVORITES Overview
W Devices © Overview
Bi Aops Protect and secure devices from one place
B Alldevices Enable, configure, and deploy Microsoft Defender Advanced Threat Protection (Microsoft Defender ATP) to help prevent security breaches and
=] Security baselines gain visibility into your organization's security posture
@ Reports @ Security tasks
&4 Users (
Manage
£ Groups
O Antivirus 24 §

& Tenant administration
®/ Disk encryption
X Troubleshooting + support
& Firewall

@ Endpoint detection and response
@ Attack surface reduction

© Account protection

& Device compliance

O Conditional access

Setup
@ Microsoft Defender ATP
Help and support

& Help and support

DICKER

o A T A

% Microsoft

<

N

Microsoft recommended security Simplified security policies di dpoi |

settings Select any of the following c ies to i dpoi ilities reported
Assign baselines quickly and securely using ~ jump right in and start securing your by Microsoft Defender ATP and Threat and
our recommended settings. devices. Vulnerability Management.

View security tasks

0 Microsoft ATP connector enabled

Disk encryption

Firewall

Attack surface reduction
Endpoint detection and response

Account protection

Minimal and consistent interface
reduces complexity and collates
related configuration

Baseline policies will capture 95%+
of your requirements

Defender for Endpoints includes
Recommended Configuration and
more



Microsoft Security Baselines & =
Attack Surface Reduction AASCEND

Microsoft Endpoint Manager admin center

Home > Endpoint security

A Home Endpoint security | Security baselines

Ell Dashboard

All services

Manage and manitor the baseline security status of all your enrolled devices. For more information about the data reported here, see the Intune documentation.
& FAVORITES

N Security Baselines T4 Associated Profiles
ﬁ Devices

£ Apps 22 Windows 10 Security Baseline 1

® 3 8 Microsoft Defender ATP Baseline 1
Endpoint security 5 Security baselines

52 Microsoft Edge Baseline
(5 Reports @ Security tasks

& users
Manage
&2 Groups
Q Antivirus
L Tenant administration
» % Disk encryption
# Troubleshooting + support
& Firewall
@ Endpoint detection and response
@ Attack surface reduction
¥ Account pratection
I Device compliance

© Conditional access
Setup

@ Microsoft Defender ATP
Help and support

& Help and support

DICKER m Microsoft
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Microsoft Endpoint Manager admin center

ﬁ‘ Home
Dashboard

= All services

J  FAVORITES

L8 Devices

£ Apps

@& Endpoint security
Reports

ﬂ Users

& Groups

.‘? Tenant administration

# Troubleshooting + support

DICKER

[m]
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«

Home > Apps > Intune App Protection

Application Protection and Control

] Intune App Protection | Properties

Windows Information Protection

| 0 Search (Cmd+/)

@ overview
Manage

& Properties
Help and support

i Diagnose and solve problems

% Microsoft

Basics Edit

Name
Description
Enrollment state

Targeted apps Edit

Protected apps
Exempt apps

Required settings Edit

Windows Information Protection mode

Corporate identity

Advanced settings Edit

Network perimeter

Network boundary

Enterprise Proxy Servers list is
authoritative (do not auto-detect)
Enterprise IP Ranges list is authoritative
(do not auto-detect)

Data protection

Upload a Data Recovery Agent (DRA)
certificate to allow recovery of encrypted
data

Prevent corporate data from being
accessed by apps when the device is
locked. Applies only to Windows 10
Mobile

Windows Information Protection

With enroliment

24 selected

0 selected

Block

intune.mobi

0 Configured
Off

off

Not configured

off

ARSCEND

Define sanctioned applications —
Defender Application Control (aka
ApplLocker)

Unsanctioned applications cannot be
executed, including installers — even for
administrators!

Control the applications that can
interact with company data

Protect storing of corporate data



App Protection Policies (APP)

r_ar _-A
r

L L Jd
L Jd

Multi-identity awareness

Targets corporate
accounts, not
personal and
unmanaged

v

Conditional launch

Device health
OS version
App version/SDK
Device model or manufacturer

Qo

Access requirements

PIN
Biometrics
Credentials
Inactivity timers

AASCEND

A

Data protection

Between apps
Encryption
Transfer web data
Selective wipe



General App Configuration Policy settings

Focused Inbox

9:41 all T =

@ Inbox
@ Other

Celeste Burton 9:15 AM
Surprise Birthday Planning

Hi everyone, 4:30 works for me, I'll
already be in the neighborhood so I'll..

Lydia Bauer 8:31 AM
&. Team Bonding Pictures 1}

Hi Cecil, | uploaded all the pictures from
last weekend to our OneDrive, check i..

Yesterday

Elvia Atkins Yesterday
Meet and Greet
" We look forward to welcoming Cecil in t...

Q Tomorrow at 11 AM (30 min) TRACK

Mona Kane Yesterday

Oregon and Weekend Getaway @ ™ ()
= | found these restaurants near our Airbnb.

What do you think? | like the one closes...

Celeste Burton Yesterday
Your IT admin has changed your app

settings. Please contact your IT help desk X
for details.

Q

http://aka.ms/omappconfig

Contact Sync

Your organization has
disabled changing this
setting. Please contact your
IT help desk for more
information.

OK

AASCEND

MailTips

New Message

katri@lucernepubintl.com

Replying to External Recipients
To: Colin Ballinger Lydia Bauer
Cc/Bec:

Subject:

@

QWERTY U

wll F .

X

I O P
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http://aka.ms/omappconfig

Data Protection App Configuration Policy settings *ASCEND

Limit Contact field export properties Block wearables User experience

219

< Account info /IO . 28
- 0

9% Charged

Automatic replies

& OUTLOOK

Office 365
You have a new message

@ Protected Fields
% OUTLOOK 1m ago

Some fields are uneditable because they B Outlook Calendar

are managed by company policy. . : o
Block external images Leave by 11:08 to arrive on time. You are 22 min

y administrato CANCEL  CONTINUE away from your destination

Suggested replies

H  RESET ACCOUNT

B DELETE ACCOUNT




Microsoft Endpoint Manager adi

A Home

& ashboard
= All services hd Export
* FAvORITES
Ll Devices

B aops.

by Setting Name or MDM Supp
Setting Name 7

~ Add Search Internet link to Start Menu
W Endpoint security

G Rreparts

Allow users to enable online speech recag.
~ Configure Automatic Updates/Configure a_
& users

Configure Autamatic Updates/Every week
2 Groups a . ¥

nfigure Automatic Up: First week o.
& Tenant administration ;

A Traubleshaoting + support

Configure Automatic Updates/Scheduled

Configure Automatic Updates/Second wee..

Configure Automatic Updates/Third week

DICKER

O A T A

tic Updates/Fourth week...

7 Got feedback? ¢~ Back

"
Group Palicy Setting Category *

Start Menu and Taskbar

Control Panel/Regional and Language ¢
Windows Components/Windows Update
Windows Components/Windows Upda
Windows Componer

Windows Components/Windows Update
Windows Components/Windows Update
Windows Camponents/Windows Update
Windows Components/Windows Update
Windows Components/Windows Update
Windows Componer

Windows Compone

Start Menu and

Network/DNS Client

Network/DNS Client

Windows Components/intemet Explorer/in.
Start Menu and Taskbar

Windows Components/intermet Explorer
Network/Network Connect

Start Menu and Taskbar

m Microsoft

ADMX Support
o
Y™
Y™
& No
& no
&ono
o
Y™
&No
™
& No
A no
Ao
&N
& No
@ ves
&Aoo
@ ves
& no
Ao

MOM Support T

Ak o

Group Policy Analytics

Value 1 Min OS Version * Scope T
Enabled User
Enabled Device
3 - Auto download an.

Enabled

Disabled

Disabled 15063

Enabled 15063

Drsabled Device
0- Every d Device
03:00 Device
Dissbled

Disobled Devi
Enabled Devic
192168101 Device
home local Device
131072

hissbled

Enabled

Enabled

Enabled

CSP Name T

€SP Mapping T

[Device/Nendor/MSFT/Pali
/Device/Vendor/MSFT/Poli
JDevice/endor/MSFT/Pol

evice/Vender/MSFT/Poli,

dor/MSFT/Poli.,

Vendor/MSFT/Poli..

fDevice/Nendor/MSFT/Pl

[Bevice/Nendor/MSFT/Poli
evice/Vendor/MSFT/Pol

Device/Vendor/MSFT/Poli

vice/Vendor/MSFT/Pol

/Device/Vendor/MSFT/Poli

evice/Vendor/MSFT/Poli,

JOevice/Vendor/MSFT/Pol

Vendor/MSFT/Pali..

~ |of2 [ MNext >

ARSCEND




Compliance in a click 2ASCEND

 Quickly and easily see device compliance
o  Conditional Access policies based on
S device health or security risk posture
& User
e * Risk based compliance and Conditional
Access via Defender for Endpoint
- « Require Windows 10 minimum version,
B o i firewall, anti-virus, real-time protection

DICKER | BE \jicrosoft
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Resources ﬁI-\S[:EN[]

The following resources are supplied to aid in learning about Endpoint Manager (Intune and Autopilot) as part of the Dicker Data Centre of Excellence (COE)

Autopilot FAQ
https://docs.microsoft.com/en-us/mem/autopilot/autopilot-fag

Autopilot Overview including How-to Guides
https://docs.microsoft.com/en-us/mem/autopilot/windows-autopilot

Autopilot Specific Documentation
https://docs.microsoft.com/en-us/mem/autopilot/enrollment-autopilot

Intune Documentation
https://docs.microsoft.com/en-us/mem/intune/

Video Enablement (highly recommended) - The Steve and Adam Show — covers everything Intune!
https://www.youtube.com/watch?v=0keUN-tdfgs

Official (free & paid) Microsoft MS-102 Learning Paths and certification information
https://learn.microsoft.com/en-us/credentials/certifications/exams/ms-102/

=
Microsoft MS-102 Exam Reference Book (including Kindle for ~$55 AUD). / .
The structure of this book is excellent and will be used to provide the structure in the MS-102 exam preparation COE enablement sessions //

https://www.amazon.com.au/Exam-Ref-MS-102-Microsoft-Administrator/dp/0138199469 ///////////I/////]}/}mmi\‘m&}\\}\\&

M365 for Partners Training Resources
https://www.microsoft.com/microsoft-365/partners/training?filters=sales-fundamentals

DICKER m Microsoft
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https://docs.microsoft.com/en-us/mem/autopilot/autopilot-faq
https://docs.microsoft.com/en-us/mem/autopilot/windows-autopilot
https://docs.microsoft.com/en-us/mem/autopilot/enrollment-autopilot
https://docs.microsoft.com/en-us/mem/intune/
https://www.youtube.com/watch?v=OkeUN-tdfqs
https://learn.microsoft.com/en-us/credentials/certifications/exams/ms-102/
https://www.amazon.com.au/Exam-Ref-MS-102-Microsoft-Administrator/dp/0138199469
https://www.microsoft.com/microsoft-365/partners/training?filters=sales-fundamentals
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