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· Microsoft Partner Resource Hub: https://transform.microsoft.com 
· Demo portal: https://cdx.transform.microsoft.com/ 
If you are unable to access the site:
· 3rd party cookies are required in order to access this site. Add https://readiness.transform.microsoft.com in your browser's allowable sites for 3rd party cookies.
· Clear your browser's cookies for this site and sign-in again.
· If no one in your tenant can access this site, please verify your tenant is set up correctly in the Partner Center. You must be enforcing MFA and the tenant must have a subscription that includes access to Azure Active Directory Office 365 Apps, AAD P1 or AAD P2 to verify the partner status of your employees. The global admin for the tenant must also consent to the site permissions on behalf of the organization by clicking on this link.
· If only some users in your tenant can access this site, users must consent individually to the permissions required by this site which they can do by clicking on this link.
If none of the above steps work, please reach out to support@transform.microsoft.com.
· Microsoft Secure Score: https://security.microsoft.com/securescore 
· Defender for Endpoint: 
· Microsoft Defender for Endpoint Overview
· Microsoft Defender for Endpoint on Mac
· Advanced functionality within Microsoft Defender for 365 P2: Get started using Attack simulation training & Anti-phishing protection 
· M365 Security Checklist: M365 Security Checklist
· Comprehensive SMB Security Guide: SMB Security Guide
· Security Managed Services:
· Services Kit: https://aka.ms/smbsecure
· Playbook: https://aka.ms/M365BPPlaybook
· Lighthouse: Requirements for Microsoft 365 Lighthouse
· Identity:
· Introducing Entra ID: New name for Azure Active Directory - Microsoft Entra 
· Self-Service Password Reset in Entra ID: Enable Azure Active Directory self-service password reset 
· Combined Security Information Registration in Entra ID: Enable combined security information registration
· Create an emergency access admin account: Manage emergency access admin accounts
· Enable common conditional access policies: Secure your resources with Conditional Access policy templates
· Block Legacy Authentication: Block legacy authentication with Conditional Access 
· Require MFA for admins: Require MFA for administrators with Conditional Access
· Require MFA for all users: Require MFA for all users with Conditional Access
· Secure security information registration: Control security information registration with Conditional Access
· Block access by location: Conditional Access - Block access by location 
· Require compliant devices: Require compliant, hybrid joined devices, or MFA 
· Microsoft DMARC news, as of Mid-August 2023: Announcing New DMARC Policy Handling Defaults for Enhanced Email Security 
· Privacy Act changes: Govt to remove Privacy Act exemption for small businesses - Security - CRN Australia, What to Expect from the Review of Australia’s Privacy Act - Future of Privacy Forum (fpf.org), About the Notifiable Data Breaches scheme | OAIC


